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1	Introduction
This contribution proposes to add a key issue on Network Slice Instance decommssioning. During the decommissioning phase, the NSMF deactivates the NSI to stop providing telecommunication service on current NSI through deactivating all CN network functions of the NSI, RAN NEs of the NSI, and possibly other part of the NSI. In the scenario that a network silce is composed by multiple network slice subnet, the deactivation may impact the shared network slice subnet available without detection mechanism.The related security threats and potential security requirements are also proposed.
We kindly propose SA3 to agree the following pCR.

2	Proposal
It is proposed to approve below pCR.

**********************Begin of changes********************************
[bookmark: _Toc495584946]5.x	Key issue #x: Network slice instance decommissioning 
[bookmark: _Toc495584947]5.x.1	Key issue details
The management aspects of a Network Slice Instance are described in TS 28.530 [2] by the four phases:
- Preparation
- Commissioning
- Operation
- Decommissioning
Network slice provisioning in the decommissioning phase includes the following: decommissioning the non-shared constituents if required and removing the NSI specific configuration from the shared constituents. After the decommissioning phase, the NSI is terminated and does not exist anymore [2].
[bookmark: _Toc495584948]During the decommissioning phase, the NSMF deactivates the NSI to stop providing telecommunication service on current NSI through deactivating all CN network functions of the NSI, RAN NEs of the NSI, and possibly other part of the NSI. The ongoing telecommunication service supported by the NSI is terminated if it is not supported by any other NSI. Deactivation is performed by using management interfaces to request managed entities to move to a state which relates to deactivation of the telecommunication service supported by the NSI. The deactivation of the CN network functions, RAN NEs and other parts of an NSI may follow a sequential order.
In some case, a network slice which includes CN part and RAN part is needed, for example:
a)	NSSI A is described by NFs (i.e. NF1-NF4), and the NF1-NF4 are in the CN part;
b)	NSSI B is described by NFs (i.e.NF7-NF9), and the NF7-NF9 are in the RAN part;
c)	NSSI C is described by NFs (i.e. NF5 and NF6), and the NF5-NF6 are in the RAN part.
NSSI A is connected to NSSI B and NSSI C, composing two NSIs, where NSSI B and NSSI C are independent. NSI X is composed of NSSI A and NSSI C, NSI Y is composed of NSSI A and NSSI B.
During the decommissioning phase, the NSMF deactivates the NSI X to stop providing telecommunication service, if the NSSI A is deactived, the NSI Y will be unexpected unavailable.


Figure x: example of NSI X and Y 

5.x.2	Security threats 
The shared network slice subnet may be unexpected unavailable.
[bookmark: _Toc495584949]5.x.3	Potential security requirements
The detection mechanism shall be supported in NSMF in the decommissioning phase to avoid the unexpected network slice unavailable.

*********************************End of changes*******************************
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